**ОСТОРОЖНО! МОШЕННИКИ!**

**«Подарочные sim-карты- очередная мошенническая схема»**

Аферисты представляются сотрудниками одного из российских мобильных операторов, сообщая абоненту об открытой на него подобной simкарте с уже записанной суммой, которую можно вывести на банковский счет. Для оформления вывода денежных средств злоумышленники просят сообщить ФИО, данные паспорта, банковской карты и так далее. Также они могут попросить установить приложение для удаленного доступа или передать код, который приходит в SMS. Указанные действия приведут только к потере денежных средств. Будьте бдительны!

**«Мошенническая схема, в рамках которой аферисты пытаются взломать личный кабинет на Госуслугах».**

Звонок от неизвестного: «Вы пропустили свою очередь на бесплатную замену приборов учета электроэнергии и теперь вам придется менять их за плату. Но, мы сможем прямо сейчас попробовать восстановить ваше право на безвозмездную замену счетчиков. Только назовите нам код из пришедшей вас СМС».

Не стоит доверять неизвестным лицам, предлагающим по телефону произвести замену приборов учета и восстановить утраченное право на бесплатную замену. Необходимо немедленно повесить трубку!